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We invite scholars and research students to submit an abstract of a poster to be presented 

at the Biannual Cyber Conference in collaboration between the Center for Cyber Law and Policy 

at the University of Haifa and the Federmann Cyber Research Center at the Hebrew University of 

Jerusalem. This year’s conference will focus on Algorithmic Transparency, with a posters session 

dedicated to the wider context of Responsible AI. The Conference will be held in Hebrew, however 

the submissions and posters can be either in English or Hebrew. 

Applications submission deadline: 14 November 2024. 

 

 

BIANNUAL CYBER CONFERENCE 

In the current era, we are striving to understand how to develop artificial intelligence in a 

responsible, transparent, and in a safe manner as possible for humanity. The challenges posed by 

AI's rapid advancement require a focused approach on ensuring that these technologies align with 

ethical standards and societal values. As part of our poster session, we are seeking proposals for 

posters showcasing research on a wide range of topics related to Responsible AI, including but not 

limited to explainability, transparency, accountability, and ethical problem-solving. We encourage 

submissions that explore these critical aspects of AI development to contribute to a more secure 

and equitable future. 

The Cyber Conference is held twice a year, reflecting the ongoing collaboration between 

the two Cyber Centers at the University of Haifa and the Hebrew University of Jerusalem. The 

conference is designed to address pressing issues across various cyber domains and is inherently 

interdisciplinary, ensuring that all aspects of a given topic are explored. This annual event brings 

together diverse perspectives, fostering a comprehensive understanding of the complex challenges 

in the field of cyber. 



 

RESEARCH THEME 

Research on themes related to Responsible AI, such as explainability, transparency, 

accountability, ethical problem-solving, or related areas are welcome. 

All stages of work are welcome. The research must adhere to ethical standards, 

particularly in relation to AI, data use and human subjects. The research must contribute new 

insights or advancements in the field of Responsible AI. The poster should clearly present the 

research objectives, methodology, results (if applicable) and conclusions or ongoing work. 

APPLICATION SUBMISSION AND DEADLINES: 

  

Applications should include: 

 

● Poster Proposal: A detailed abstract in English or Hebrew (up to 500 words) describing 

the research. 

● A short Bio (up to 100 words) of the submitter/s. 

Submissions should be sent to cyber@univ.haifa.ac.il and received by 14 November 2024. 

Decisions expected by 30 November 2024. 

For any additional questions, please contact us: cyber@univ.haifa.ac.il  

 

ABOUT THE CCLP 

The CCLP was established by the University of Haifa in collaboration with the Israeli National 

Cyber Directorate. The purpose of the CCLP is to develop the interdisciplinary academic 

capacity necessary to advance cutting-edge research with theoretical and practical implications 

and to inform public policy in Israel and around the globe on cyber, law and policy issues. 

Within the CCLP, a sub-center for the study of the technology, law and policy related to 

biometrics has been established. For more details please visit: www.cyber.haifa.ac.il  

 

ABOUT FEDERMANN CYBER SECURITY RESEARCH CENTER – CYBER-LAW 

PROGRAM 

The mission of the HUJI Cyber Security Research Center (Law Program) is to advance both basic 

and applied research and to develop advanced technologies in order to improve cyber security. 

The Cyber Law Program aims to advance research regarding regulations used to protect cyber 

space and activities within it against misuse and abuse, and to fight cyber-crime and cyber-attacks 

mailto:cyber@univ.haifa.ac.il
http://www.cyber.haifa.ac.il/


 

while focusing on the following areas: international law, human rights, law and technology, and 

criminology.  


